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Abstract 
 This project aims at healthcare especially for women. This project is an application-based 

model to predict the risk of someone getting a syndrome called PCOS, based on their condition 
and will be deployed to Google Cloud. The risk is divided into two categories, which are low and 

high. After the model successfully classifies the risk, the application will not show the result to 

the user explicitly, but the application will give some recommendations or health tips according 
to the risk that has been classified. The results will differ among patients with certain categories 

and it is generated by chat GPT by OpenAI based on the model classification and the user data. 

This article will explain the role of Cloud Computing in the development of an early detection 
application for Polycystic Ovary Syndrome (PCOS) called PCOS Pal. 
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INTRODUCTION 

 

Polycystic Ovary Syndrome (PCOS) is a collection of symptoms resulting from a disorder 

in the endocrine system that commonly occurs in reproductive-aged women [1]. This condition 

is usually seen in women who are obese, characterized by irregular menstrual cycles, chronic 
anovulation, hyperandrogenism, and even infertility. 

Epidemiological data estimates that PCOS affects more than 116 million or about 3.4% 

of women worldwide [2]. For Indonesia, there is no official data on the national prevalence of 
PCOS in Indonesia. PCOS can cause serious reproductive health problems. PCOS patients may 

experience infertility, impaired glucose tolerance, depression, and Obstructive Sleep Apnea 

(OSA). PCOS has also been linked to an increased risk of endometrial cancer and nonalcoholic 

fatty liver disease (NAFLD) / nonalcoholic steatohepatitis (NASH) [3]. If not treated seriously, 
PCOS can also increase the risk of other health problems such as diabetes, weight problems, and 

heart function disorders. 

Many women are unaware that they have symptoms or risk factors that increase their 
likelihood of developing PCOS. Additionally, in Indonesia, there are still many people who have 

an inadequate concept of health and illness. For example, they may not want to check their health 

at healthcare facilities until their condition worsens, and they often ignore symptoms that may 
lead to the disease [4]. 

Cloud Computing technology, commonly known as the cloud, is new widely used and no 

longer unfamiliar. Cloud computing technology can save more expenses compared to building 

network infrastructure for the short term . The main cost in adopting cloud computing technology 
lies in the connection and data processing according to the needs [5]. For companies or institutions 

that already have good network infrastructure and technology in place, the implementation of 

cloud computing technology can be more optimal and efficient [6]. 
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To make it easier for women, an application called PCOS Pal has been developed, 

incorporating cloud computing technology in its development process. The application’s main 
feature is to detect early signs of Polycystic Ovary Syndrome (PCOS). By leveraging the 

capabilities of cloud computing, PCOS Pal can efficiently process and analyze large amounts of 

data, allowing for accurate identification of potential PCOS symptoms. The integration of cloud 

computing technology in the development of PCOS Pal not only enhances its computational 
capabilities but also enables seamless scalability. With cloud infrastructure in place, the 

application can accommodate a growing user base without compromising performance or 

incurring significant infrastructure costs. 
 

 

METHOD 

 
The implementation of Cloud Computing in this project follows a Research and 

Development (R&D) approach, focusing on developing an Android-based application [7]. Among 

the various application development methodologies available, the chosen approach for this 
research is the waterfall method. Figure 1 illustrates the diagram of the waterfall method that will 

be utilized in the application development process. 
 

 
Figure 1  Waterfall Method 

 

The waterfall method was selected due to its simplicity and ability to encompass all 

essential aspects of application development. Given the limited research timeframe of 

approximately one month, this method is well-suited for designing, developing, and testing the 
application. 

Furthermore, the application development project involves a team of experts with diverse 

skill sets. The team consists of three individuals specializing in machine learning, two individuals 
proficient in cloud computing, and one individual with expertise in mobile development. 

 

 

RESULT AND DISCUSSION 

I. The Involvement of Cloud Computing in Application Development 

Cloud computing has transformed the Information Technology (IT) industry by hosting 

applications and providing resources (CPU and storage) as services on-demand over the Internet 

[8]. With the presence of Cloud Computing, developers no longer need to worry about servers 

and can be more focused on application development. 
 Cloud Computing plays a significant role in application development. Here are some key 

roles of cloud computing in application development: 

1. Scalability. Cloud Computing allows applications to scale seamlessly based on demand. 
Developers can easily provision additional computing resources, such as processing 

power and storage, to accommodate increased user loads without the need for significant 

infrastructure changes. This ensures that applications can handle varying workloads 
efficiently [9]. 

2. Cost Efficiency. Cloud Computing offers cost advantages by eliminating the need for 

upfront investments in hardware and infrastructure. Developers can leverage cloud 

services on a pay-as-you-go model (only pay for the resources needed) [10]. 
3. Accessibility and Availability. Cloud-based applications can be accessed from anywhere 

and at any time with an internet connection [11]. 

4. Collaboration and Agile Development. Cloud Computing fosters collaborative 
development by enabling teams to work together on shared resources. Developers can 
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leverage cloud-based collaboration tools and version control systems. This promotes 

efficient collaboration, faster development cycles, and improved productivity [12]. 
5. Database and Storage Services. Cloud platforms offer scalable and reliable database and 

storage services [13]. 

6. Continuous Integration/Continous Deployment. Cloud Computing supports DevOps 

practices by providing tools and services for continuous integration, continuous delivery, 
and automated deployment pipelines [14]. 

II. Implementation of Cloud Computing in Application 
In this case, the implementation of Cloud Computing utilizes services from Google Cloud 

to deploy the backend RESTful API that will be used by the PCOS Pal Android application. The 

implementation based on the method is as follows: 

A. Requirements 

In this stage, the developers gather the resources that will be used to solve the problem. 
In this scenario, the application requires an API for executing logic operations and CRUD 

operations on the database. Additionally, the developer aims to integrate the application with Chat 

GPT to generate health tips based on the classification outcomes of a machine learning model 
developed by the team. The API will be deployed using services from Google Cloud. Moreover, 

the developer intends to improve productivity by leveraging a CI/CD pipeline. The following are 

the requirements needed for this project: 
a. Google Cloud Platform (The main service to deploy application) 

b. Express.js (JavaScript Framework for backend development) 

c. App Engine (Google Cloud service to deploy the RESTful API) 

d. Cloud SQL (Google Cloud service to store structured data) 
e. Cloud Source Repository (Google Cloud service to connect GitHub repo to Google 

Cloud) 

f. Cloud Build (Google Cloud service to make CI/CD pipeline) 
g. Cloud Secret Manager (to store the environment variables) 

h. Chat GPT API Key (Integration to Chat GPT) 

B. Design 

During this stage, the developers will review the specifications for the cloud infrastructure 

to be constructed and proceed with designing the cloud infrastructure accordingly. Here are the 
result: 

 

Figure 2 Cloud Infrastructure 
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Figure 3 Database Table Design 

 

The developers have designed a database and created cloud infrastructure for the project. 

The primary reason for using App Engine is because it is easy to deploy, eliminating the need for 
complex configurations to deploy an application. Additionally, App Engine helps us save costs 

and offers scalability, autoscaling, built-in services, and integration with various Google Cloud 

services. In addition, the developer also utilizes the Cloud SQL to store data. In this scenario, the 

developer uses the MySQL database driver. 
For the database design in Figure 3, there are only two tables: the “users” table and the 

“histories” table. The “users” table will store user account data, including fields such as first name, 

last name, phone number, email, birthday, password, creation date, and update date. On the other 
hand, the “histories” table will store the history of PCOS detection, which includes health tips 

generated by Chat GPT based on the classification results from the machine learning model. 

Additionally, the “histories” table has a foreign key “user_id”, which establishes a relationship 

between the two tables. The relationship between these two tables is on-to-many. It’s important 
to note that the table design provided here is currently basic and will be further developed in 

accordance with the evolving features of the PCOS Pal application. 

From Figure 2, it can be concluded that the flow of the cloud infrastructure is as follows: 
a. From the user’s standpoint, the users will utilize API endpoints to perform operations. 

These API endpoints will be processed in the backend, which will be deployed on App 

Engine. If there are any interactions with the database during these operations, App 
Engine will communicate with Cloud SQL to store the data. 

b. From the developer’s perspective, The developer utilizes a CI/CD pipeline through Cloud 

Source Repository and Cloud Build. This facilitates the development of process as the 

GitHub repository is integrated (CI) with Google Cloud via Cloud Source Repository 
then through Cloud Build, enabling seamless Continuous Deployment (CD) following a 

well-automated and controller Continuous Integration (CI) process for App Engine. 

C. Development 

During this stage, the developer initiates the development of the backend RESTful API, 

which will be utilized by the Android application. Also during this stage, the API will be deployed 
to Google Cloud using App Engine, and the developer will leverage a CI/CD pipeline through 

Cloud Source Repository. For the backend development, Node.js is used. Node.js is chosen 

because it is lightweight and open-source, which makes it easier to build applications. Also, 
Node.js is designed to build scalable network applications. 

 To support the development process, Express.js is used. Express.js is a backend 

framework which is built on top of Node.js, provides a simple and flexible way to build APIs. 

Express.js has routing feature, making it easy to define routes for handling different HTTP 
requests such as GET, POST, PUT, DELETE. Furthermore, Express.js has a robust middleware 

system that allows developers to extend the functionality of their applications. Also Express.js 

has a large and active community, which has led to the development of numerous third-party 
middleware, plugins, and extensions. This ecosystem provides developers with a wide range of 

options and tools to enhance their applications and improve productivity. Since Node.js is an 

open-source platform, several libraries such as bcrypt, jsonwebtoken, mysql2, sequelize, nanoid, 
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openai, nodemon, and body-parser are utilized during the development phase. These libraries 

enhance the functionality and capabilities of the application. 
 Overall, the developers have developed 9 RESTful API endpoints and deployed to 

Google Cloud using App Engine. Here are the API endpoints results. 

 

Table 1 API Endpoints 

Method Endpoint Function 

[GET] /api/v1 Homepage 

[POST] /api/v1/register Register user 

account 

[POST] /api/v1/login Login user 

account 

[GET] /api/v1/auth/user Show user data 

[POST] /api/v1/auth/calcul

ate-bmi 

Calculate bmi 

[POST] /api/v1/auth/pcos Create user 

answer (survey 

[POST] /api/v1/auth/pcos/

result 

Generate tips and 

trick with Chat 

GPT 

[POST] /api/v1/auth/pcos/

history 

Store generated 

tips and trick to 

database 

 
During this stage, the developer also deploys the RESTful API to Google Cloud by 

referring to the previously created Cloud Infrastructure, as depicted in Figure 2. Here are the 

results. 
 

 

Figure 4 Cloud SQL Instance Configuration 
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Figure 5 MySQL Database 

 

 

Figure 6 MySQL User Account 

 

The developer has created a Cloud SQL instance, as seen in Figure 4, named “pcospal-
db”, using MySQL as the database driver with version 5.6. The instance is created in the asia-

southeast2 region (Jakarta) with multiple zones configuration. Since it is still in the development 

stage and for testing purposes in the future, the desired configuration is to use 4 vCPUs and 16GB 

of memory to optimize cost. In Figure 5, the developer creates a database named “pcospal” within 
the “pcospal-db” instance. Additionally, the developer creates an user account for the “pcospal-

db” instance to enable connectivity and usage with the API. 

 To deploy the created RESTful API, the developer utilizes Google Cloud’s service called 
App Engine. The deployment process itself is straightforward and does not require many 

additional configurations. Here are the results of the deployment. 
 

 

Figure 7 app.yaml Configuration 
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Figure 8 Deployed API 
 

Before deploying the API to the App Engine, the first step is to clone the backend 

RESTful API from the GitHub repository into Google Cloud. Then, the developer needs to create 
an app.yaml file, as shown in Figure 7. The app.yaml file is a configuration file used to deploy 

applications to Google App Engine. Its main function is to manage the environment settings, 

scaling, and resources required by the application on App Engine. In this case, the developer sets 
the runtime to nodejs18 since the API is based on Node.js version 18. Additionally, the developer 

defines environment variables within the app.yaml file. The “DB_HOST”, “DB_USER”, 

“DB_PASSWORD”, “DB_DATABASE”, and “DB_DIALECT” settings are related to the 

MySQL database used by the application. The “DB_SOCKET” represents the database socket for 
connecting to Google Cloud SQL. “APP_ENV” determines the application environment, which 

in this case is set to “production”. The “JWT_SECRET_KEY” is a secret key used for encrypting 

and decrypting JSON Web Tokens. The “OPENAI_API_KEY” is the API key obtained from 
OpenAI to use Chat GPT. Furthermore, there is a “beta_settings” section that enables the use of 

Google Cloud SQL. The “cloud_sql_instances” specifies the Google Cloud SQL instance to be 

used by the application. 
 After configuring the app.yaml file, the next step is to open the Cloud Shell terminal on 

the Google Cloud Platform and enter the following command: “gcloud app deploy”. This 

command is used to deploy the API based on the configurations defined in the app.yaml file. 

Upon successful execution of the “gcloud app deploy” command, the App Engine instance and 
version will be automatically created. This can be observed in Figure 8. 

 To set up the CI/CD pipeline, the developer connects the GitHub repository via Cloud 

Source Repository. Then to make the automated deployment, the developer needs to set up Cloud 
Build and make the trigger. Here are the results. 

 

Figure 9 Connecting to GitHub Repository 
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Figure 10 Connected Cloud Source Repository 

 

 

Figure 11. Cloud Build Trigger 
 

To automate cloud build, it is necessary to create a file called cloudbuild.yaml and make 
some changes to the app.yaml file. The cloudbuild.yaml file is a configuration file used in the 

Google Cloud Build service. Its function is to define the steps that will be executed during the 

build and deployment process of an application or project on the Google Cloud Platform. In this 
case, is to define the steps that will be executed during the build from the GitHub repository and 
deployment to App Engine. Here are the result. 

The app.yaml file: 

runtime: nodejs18 

env_variables:  

  DB_HOST: <db-host-value> 

  DB_USER: <db-user-value> 
  DB_PASSWORD: <db-password-value> 

  DB_DATABASE: <db-database-value> 

  DB_DIALECT: <db-dialect-value> 
  DB_SOCKET: <db-socket-value> 

 

  APP_ENV: <app-env-value> 

 
  JWT_SECRET_KEY: <jwt-secret-key-value> 

  OPENAI_API_KEY: <openai-api-key-value> 

 
beta_settings: 
  cloud_sql_instances: <cloud-sql-instances-value> 

The cloudbuild.yaml file: 

steps: 
- name: 'gcr.io/google.com/cloudsdktool/cloud-sdk' 

  entrypoint: 'bash' 
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  args:  

    - '-c' 
    - | 

      sed -i "s/<db-host-value>/$$DB_HOST/" app.yaml 

      sed -i "s/<db-user-value>/$$DB_USER/" app.yaml 

      sed -i "s/<db-password-value>/$$DB_PASSWORD/" app.yaml 
      sed -i "s/<db-database-value>/$$DB_DATABASE/" app.yaml 

      sed -i "s/<db-dialect-value>/$$DB_DIALECT/" app.yaml 

      sed -i "s/<db-socket-value>/$$DB_SOCKET/" app.yaml 
      sed -i "s/<app-env-value>/$$APP_ENV/" app.yaml 

      sed -i "s/<jwt-secret-key-value>/$$JWT_SECRET_KEY/" app.yaml 

      sed -i "s/<openai-api-key-value>/$$OPENAI_API_KEY/" app.yaml 

      sed -i "s/<cloud-sql-instances-value>/$$cloud_sql_instances/" app.yaml 
  secretEnv: 

    - DB_HOST 

    - DB_USER 
    - DB_PASSWORD 

    - DB_DATABASE 

    - DB_DIALECT 
    - DB_SOCKET 

    - APP_ENV 

    - JWT_SECRET_KEY 

    - OPENAI_API_KEY 
    - cloud_sql_instances 

- name: 'gcr.io/google.com/cloudsdktool/cloud-sdk' 

  entrypoint: 'bash' 
  args: ['-c', 'gcloud config set app/cloud_build_timeout 1600 && gcloud app deploy'] 

availableSecrets: 

  secretManager: 
    - versionName: projects/531807919327/secrets/DB_HOST/versions/1 

      env: 'DB_HOST' 

    - versionName: projects/531807919327/secrets/DB_USER/versions/1 

      env: 'DB_USER' 
    - versionName: projects/531807919327/secrets/DB_PASSWORD/versions/1 

      env: 'DB_PASSWORD' 

    - versionName: projects/531807919327/secrets/DB_DATABASE/versions/1 
      env: 'DB_DATABASE' 

    - versionName: projects/531807919327/secrets/DB_DIALECT/versions/1 

      env: 'DB_DIALECT' 

    - versionName: projects/531807919327/secrets/DB_SOCKET/versions/1 
      env: 'DB_SOCKET' 

    - versionName: projects/531807919327/secrets/APP_ENV/versions/1 

      env: 'APP_ENV' 
    - versionName: projects/531807919327/secrets/JWT_SECRET_KEY/versions/1 

      env: 'JWT_SECRET_KEY' 

    - versionName: projects/531807919327/secrets/OPENAI_API_KEY/versions/1 
      env: 'OPENAI_API_KEY' 

    - versionName: projects/531807919327/secrets/cloud_sql_instances/versions/1 

      env: 'cloud_sql_instances' 

timeout: '1600s' 
logsBucket: pcospal_cloud_build_logs 
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From the cloudbuild.yaml file above, there are two steps and some other configuration 

defined. Step one, the “name” specifies the docket image to be used for the build step, in this case, 
it’s the Cloud SDK image from Google. The “entrypoint” sets the entrypoint for the docker 

container to “bash”. The “args” contains the command to be executed inside the container. Hare, 

it uses the “|” symbol followed by a multi-line string to run multiple “sed” commands. These 

“sed” commands are used to replace placeholder values in the “app.yaml” file with environment 
variables values. The environment variables values are referenced using “$$” to escape the 

variable in the YAML file. 

 Step two, the “name” specifies the docker image to be used for this step, which is again 
the Cloud SDK image. The “entrypoint” sets the entrypoint for the docker container to “bash”. 

The “args” contains the command to be executed inside the container. It uses “-c” to run a shell 

command and sets the “app/cloud_builld_timeout” configuration value using “gcloud config set”. 

Finally, it deploys the application using “gcloud app deploy” 
 The “availableSecrets” section lists the secrets that are stored in Secret Manager and their 

corresponding environment variables. Each secret is defined with a “versionName” that includes 

the project ID, secret name, and version number. The “env” field specifies the environment 
variable name to which the secret value will be assigned. The “timeout” sets the maximum amount 

of time (1600 seconds) for the build and deployment steps to complete before timing out. The 

“logsBucket” specifies the Google Cloud Storage Bucket where the build logs will be stored. Here 
are the successful CI/CD pipeline integration result. 
 

 

Figure 12 Successful CI/CD Pipeline 
 

D. Testing 

Once the development stage is completed, the API will proceed to the testing phase to 

ensure its functionality, performance and accuracy. The Postman application will be utilized as 

the testing tool. The API’s URL for testing can be obtained from the App Engine, while the API 
endpoints to be tested can be found in Table 1. 

E. Maintenance 

After the testing phase is completed, the API is ready to enter the production stage. The 

integration of a CI/CD pipeline by the developer makes the maintenance phase will become much 

easier. In case of future changes or the addition of new features, the developer only needs to focus 
on the code and doesn’t have to worry about the deployment process again, as it has been 

automated through the CI/CD pipeline. 
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CONCLUSION 

 
Cloud Computing is a new computing and is the future technology that makes it easy for 

everyone with a variety of slick services. Cloud computing provides the foundation for a cost-

effective and successful IT transformation. Cloud computing emerges as a brand new and 

powerful computing model that ever more companies are willing to adopt in order to improve 
collaboration. Advantages such as increased IT infrastructure flexibility, computational power, 

the opportunity to use an existing infrastructure on a pay-per-uses basis, and disaster recovery. In 

cases like this, cloud computing is the optimal choice for small business or businesses looking to 
transition to virtualization. Cloud computing simplifies and reduces maintenance efforts since its 

virtual nature eliminates the need for purchasing and maintaining physical servers, which can be 

costly. 
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